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1.
Introduction

The MBMS Stage 2 TS 23.246v6.1.0 has an architecture design principle, which includes the use of an Application Adjunct Entity (AAE), later renamed to Alternative User Service Support in version 6.2.0.

According to the stage 2 TS23.246v6.2.0 (to be published after March 20, 2004) specification:

For many MBMS services, it will be necessary to provide alternative means for the UE to access the service without using MBMS bearer capabilities. This is  required, for example, after completion of the MBMS session for a file download to permit errors in the file to be corrected; to permit the network to charge for a successful download; to pass a decrypt key to the UE; etc.  It may also be useful in cases where all or part of an MBMS transmission has been missed due to the UE being out of coverage, switched off etc.

Care is needed to ensure that such alternative access mechanisms do not create traffic that overloads the network (radio, RNC, BSC, SGSN, GGSN and BM-SC). In the case that such alternative access requires direct interaction between the UE and a network server, one way for this load to be distributed is for the BM-SC to distribute to each UE, at activation time, one or more server addresses (from a group of addresses), along with parameter(s) that are used to generate a random time dispersion of the requests.
.
1.1
IP Address of the User Service Support Server:

For IPV4, the address length is 32 bits (4 octets); for IPv6, the address length is 128 bits (16 octets). The GTP creates MBMS Context Response message (GGSN to SGSN) and the MBMS Context Accept message (SGSN to UE) should include the IP address of the Server. The messages can then be used to provide the IP address of the Server to the down-stream nodes or UEs.

1.2
Access Control Mechanism:

Definitions: 

	Terminology
	Definition

	Access Time Expiration (ATE)
	The expiration of the access time to this specific MBMS service   

	User Equipment Access Start Time (UEAST)
	the access start time for a specific User Support Server allocates to a User Equipment


When the BM-SC provides the Server IP Address and access control parameters to the UEs at activation acceptance, the BM-SC will be configured with the Access Time Window (ATE) by the operator. The BM-SC then could provide two different parameter set via the MBMS Context Accept message to the UE for two different UE modes:
1) UE active mode. The BM-SC provides only the ATE to the UEs. Then the UE will generate a random start access point as long the ATE is still valid; then use the random start access point to request the UL for data to the User Support Server. By this way, the access load can be efficiently distributed.


2) UE passive mode. In this mode, The BM-SC can use any existing mechanism to generate the UE Access Start Time depending on the service provider policy, the BM-SC allocates the UE Access Start Time (UEAST) to the UEs. In the mode, the BM-SC has the complete control of the access load as well as the dynamic capability. On the UE side, the UE can determine which mode to use by receiving the corresponding parameters. 

On the UE side, the UE can determine which mode to use by receiving the corresponding parameters. 

Advantages: 
· 1) The access load from UEs can be simply distributed over the time domain by the parameters provided by the BM-SC.
· 2) In the active mode, the Access Time Expiration parameter will be provided to the UE via Activate MBMS Context Accept message and the server IP address.  Upon receiving the ATE parameters he UE performs the random start point generation. In this mode, the BM-SC (Service Provider) has less of control capability. 
· 3) In the passive mode, the BM-SC (Service Provider) takes the full control, and can also dynamically adjust it, while the UE need not to generate any random parameters on the UE side in order to disperse the access as traditional access control. The UE simply receives its allocated UEAST and perform the access using the UEAST. 
· 4) Based on different preference, the operator can choose either of these modes by just transmitting the corresponding parameters. 
· 5) Based on the received parameters, the UE determines which mode it should use and how to access the UL for request data transmission.
1.3
Access Control Parameters 
For ATW, we propose to use 1 octets (unit in minutes; maximum 4.2667 hours). For total number of UEATD, we propose to use 1 octets with maximum UEATD to be 256. The required space for allocated UEATD is log2 (total number of UEATD). We give 1 octets for that to avoid dynamic length complexity. Therefore, 3 octets are required for the access control parameter transmission. 

As already stated the MBMS Stage 2, TS 23.246, has an architecture design principle of the address of Server and access control parameters.  The IP address of the Server and the access control parameters will be stored in the MBMS UE Context and MBM Bearer Context.
2.
Proposed Changes to TR 29.846
Below are Changes to TR 29.846:

1.
Addition of User Support Server IE to ACTIVATE MBMS CONTEXT ACCEPT message

2.
Addition of the description of the User Support Server IE
/* Beginning of addition */

5.3.1.3.2
ACTIVATE MBMS CONTEXT ACCEPT

This message is sent by the network to the MS to acknowledge activation of an MBMS context.


Message type:
activate MBMS context accept

Significance:

global

Direction:

network to MS

Table 5.1.3.2 : Activate MBMS context Accept message content

	IEI
	Information Element
	Type/Reference
	Presence
	Format
	Length

	
	Protocol discriminator
	Protocol discriminator


	M
	V
	1/2

	
	Transaction identifier


	Transaction identifier


	M
	V
	1/2– 3/2

	
	Activate MBMS context accept message identity
	Message type


	M
	V
	1

	
	Temporary Mobile Group Identity
	Temporary Mobile Group Identity
	M
	LV
	4-7

	
	Negotiated LLC SAPI
	LLC service access point identifier

 
	M
	V
	1

	
	User Support Server IP Address
	The IP address identifying the User Support Server that the UE can utilize 
	M
	LV
	4 or 16

	
	User Support Server Access Control Parameters
	The ATE or UEAST. 
	M
	LV
	1 or 2


X.X
User Support Server Information Elements

X.X.1
 User Support Server IP address
The purpose of the User Support Server IP Address element is for identification of the User Support Server in MBMS.
X.X.2   User Support Server Access Control Parameters 

The purpose of the User Support Server access control parameters is to disperse the uplink access control in order to reduce the access load to the network. 
/* End of addition */

